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Discussion Questions and Agenda 
• What measures are currently lacking or require improvement to enable Australia's 

researchers to conduct research in safe and secure way, whilst protecting valuable digital 

resources?      

• How does Australia's future NDRI find a balance between enforcing trusted access and 

cybersecure measures whilst accommodating for open science principles and research with 

inherent risk? 

o Are there any international examples? Good, bad or ones which Australian 

researchers will have to adhere to as part of their international collaborations? 

• How can training, education and professional development for all NDRI users and operators 

account for ongoing and rapid advancements in NDRI, including capabilities not yet realised? 

• What should future investments consider to ensure that all NDRI across Australia is 

supported to adopt trust and identity, and cybersecure measures? 

o Consider each sector (academia, industry and government), including small-to-

medium enterprises. 

• What are the priority NDRI investments in trust and identity, and cybersecurity that would 

enhance Australia’s research efforts? 

 


